Relational Tables and Stars2 Objects:  Common Tables
Suggested reading:  Design Document Section 14 pages 115-122
Database Conventions
Many tables will have an integer key that uniquely identifies a particular record in the table. By convention, this column has a name ending in _id. For example, the PA_APPLICATION table has an integer key named application_id. Where appropriate, tables may also have a column with the suffix _nbr which contains a String identifier visible to the end user (the value of the _id column is usually not visible to users) or a column with the suffix _nm containing a name for that record (e.g. facility_nm in the FP_FACILITY table).
All tables have a column named last_modified. This column contains an integer value that is updated each time a record is updated in the table. The last_modified column is used to ensure that a user cannot overwrite the same record that has just been updated by another user. This is accomplished by including the last_modified column in the where clause of every update statement. If an attempt is made to update a record with “stale” data (data that was modified by another user after it was read by the current user), no record will be updated since the last_modified value was changed by the previous update. When this occurs, Stars2 will inform the user that their update failed because the data was out of date and ask the user to try again after refreshing their copy of the data.
Table Naming Conventions
Table prefixes indicate the area of Stars2 to which the tables relate as follows:
	Table Prefix
	Related Area

	CM
	Common – data that is used across the system

	CR
	Compliance Reports

	DC
	Documents

	DD
	Detail data

	FL
	Field Audit Log

	FP
	Facility Profile

	IS
	Issuance

	IV
	Invoice

	PA
	Permit Application

	PT
	Permit

	RP
	Emissions Report

	SC
	Service Catalog

	SS
	Scheduler

	WF
	Workflow


The suffix of the table name may also indicate a special use for the table. All table names ending with DEF identify the table as being a definition table. A definition table defines a list of objects, counties, states, items in a drop down list, etc. Records in a definition table will have a code column which specifies the internal code used for a particular row and a description column which specifies the value for this record that will be displayed to the user. For example, the CM_DO_LAA_DEF table has columns named DO_LAA_CD and DO_LAA_DSC containing the code and description, respectively. These tables don’t always follow this naming convention (as is the case with CM_COUNTY_DEF which names its columns COUNTY_CD and COUNTY_NM), but the concept of an internal identifier (or code) and an externally visible value (or description) is consistent for all definition tables. 
Definition tables will also contain a field named DEPRECATED which indicates whether the record has been deprecated. Deprecated records may still be used in the system, but will not be available for use by new objects. For example, if a record in the PA_APPLICATION_DOC_TYPE_DEF table is marked as deprecated, there may still be documents in the system which refer to the deprecated type. However, the deprecated type will no longer be available to new application documents being added to the system.
Tables ending with XREF are cross reference tables. Cross reference tables exist to define one-to-many or many-to many relationships in the database.
Common Tables
Database Schema
Note: These classes may be found in the us.oh.state.epa.stars2.database.dbObjects.infrastructure package.
	Common Objects

	Stars2 Object Class
	Database Table
	Important attributes

	Address
	CM_ADDRESS
	Address_id, state_cd, county_cd, country_cd

	BulkDef
	CM_BULK_DEF, CM_BULK_ATTRIBUTES_XREF
	Bulk_id, attributes_cd

	Contact
	CM_CONTACT
	Contact_id, address_id, title_cd

	ContactType
	CM_CONTACT_CONTACT_TYPE_XREF
	Contact_id, contact_type_cd

	NewspaperDef

	CM_COUNTY_NEWSPAPER
	County_cd

	Note
	CM_NOTE
	Note_id, user_id, note_type_cd

	ReportDef
	CM_REPORT_DEF
	Report_id

	ReportAttribute
	CM_REPORT_ATTRIBUTES_XREF
	Report_id, attribute_cd

	SccCode
	CM_SCC
	SCC_ID, FED_SCC_ID



Important Tables to Know About
There are a few tables in the database that are important to the operation of the system, but not really visible when looking at the data presented to the end user. A few of them are discussed below.
CM_DAEMON
The CM_DAEMON table stores information about Stars2 daemon processes. Currently, the only daemon process is the work flow process. By querying the Stars2 daemon process, you can discover on which server the workflow process is running, which may be useful in helping to diagnose a workflow problem.
CM_SEQUENCE_DEF
The CM_SEQUENCE_DEF table is used in the generation of sequence numbers for various kinds of records in the Stars2 database. Stars2 uses the CM_SEQUENCE_DEF table to store the last sequence number generated for a table with an “id” attribute (FP_FACILITY.fp_id, PA_APPLICATION.application_id). Usually, the next sequence number for a new record in these tables is calculated by adding 1 to the current sequence number, and the new sequence number replaces the current value.
User and Role Tables
Suggested reading:  Design Document Sections 27.2 and 27.3 pages 279-280
The list of internal users eligible to access Stars2 is listed in the CM_USER_DEF table (external users are managed by Air Services and are outside the scope of Stars2). However, these records are only used for managing privileges for users. The creation of login ids and management of passwords is managed by ITS and also outside of the scope of Stars2.
User access to system functionality is controlled by Use Cases which identify a set of functionality and Roles which bundle Use Cases together, making it easier to assign related sets of Use Cases to particular users. Use Cases are defined in the CM_SECURITY_TEMPLATE table while Roles are defined in the CM_SECURITY_GROUP table. The assignment of Use Cases to Roles is defined in the CM_SECURITY_USER_GROUP_XREF Table.
Database Connection Information
To connect to the Stars2 internal test database, use the following values:
URL: jdbc:oracle:thin:@(DESCRIPTION = (ADDRESS_LIST =(ADDRESS = (PROTOCOL = TCP)(HOST = epadevtst0v1)(PORT = 1521)) (ADDRESS = (PROTOCOL = TCP)(HOST = epadevtst1v1)(PORT = 1521))(LOAD_BALANCE = yes))(CONNECT_DATA =(SERVER = DEDICATED)(SERVICE_NAME = EPAT.EPA.STATE.OH.US)))
User Name: stars2temp
Password: stars2temp
Sample Queries
Select the use cases defined for the ‘Report Admin’ role and the users assigned to that role.
SELECT ud.network_login_nm, c.first_nm, c.last_nm, st.usecase_nm, st.usecase 
FROM stars2.cm_security_template st
	JOIN stars2.CM_SECURITY_USER_GROUP_XREF sx ON (st.security_id = sx.security_id)
	JOIN stars2.CM_SECURITY_GROUP sg ON (sg.security_group_id = sx.security_group_id)
	JOIN stars2.CM_USER_GROUP_XREF ug ON (ug.security_group_id = sg.security_group_id)
	JOIN stars2.CM_USER_DEF ud ON (ud.user_id = ug.user_id)
	JOIN stars2.CM_CONTACT c ON (c.contact_id = ud.contact_id)
WHERE security_group_nm = 'Report Admin'
ORDER BY c.last_nm, c.first_nm;
Select the name and address of all contacts associated with facility 0575010103:
SELECT ff.facility_nm, c.first_nm, c.last_nm, a.address1, a.city, a.state_cd, a.zip5
FROM stars2.FP_FACILITY ff
	JOIN stars2.FP_FACILITY_CONTACT_XREF fcx ON (fcx.facility_id = ff.facility_id)
	JOIN stars2.CM_CONTACT c ON (c.contact_id = fcx.contact_id)
	JOIN stars2.CM_ADDRESS a ON (a.address_id = c.address_id)
WHERE ff.facility_id = '0575010103' AND version_id = -1;

Retrieve information about Permit Reports in the Mgmt Reports Tab:
SELECT rd.report_nm, rd.jasper_report_file_nm, rax.attribute_dsc, rax.attribute_type 
FROM stars2.CM_REPORT_DEF rd
JOIN stars2.CM_REPORT_ATTRIBUTES_XREF rax ON (rax.report_id = rd.report_id)
WHERE rd.report_group_nm = 'Permit Reports'
order by rd.report_nm, rax.attribute_dsc;
Note: The query above does NOT retrieve all the reports visible in the UI for Permit Reports (Mgmt Reports Tab –> Report Tree->Permit Reports folder). Can you figure out why?
